Review on Credit Card Fraud Detection using Data Mining Classification Techniques & Machine Learning Algorithms

Rahul Goyal
Dept. of CSE & IT
MITS
Gwalior, India

Amit Kumar Manjhvar
Dept. of CSE & IT
MITS
Gwalior, India

Abstract— Data mining (DM) involves a core algorithm that enables data deeper than basic insights and knowledge. In fact, data mining is more part of knowledge discovery process. Credit card (CC) providers provide multiple cards to their customers. All credit card users must be genuine and sincere. Giving a card to any kind of mistake can lead to a financial crisis. Due to the rapid growth in cashless transactions, it is unlikely. Fake transactions can also be increased. A fraudulent transaction can be identified by studying credit cards of various behaviors as a previous transaction history dataset. If there is any deviation from the available cost pattern, it is a bogus transaction. DM & machine learning techniques (MLT) are widely applied in credit card fraud detection (CCFD). In this survey paper we show an indication of various widely available DM & MLT for detecting credit card fraud.
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I. INTRODUCTION

Data mining is process of finding statistically reliable, anonymous & actionable information. In addition, DM problem needs to be well definite, cannot be explained with query & reporting tools, & can be directed in DM process model. This data must be available, relevant, adequate & clean [1].

The bank is financial institution that receives investments from community. Being vulnerable to any type of fraud becomes a major disqualification for the bank. ‘K Chan & J Stolpho et al’ note that numerous forms of fraud & financial fraud are ones most affected by bank. Owing to fast-growing online banking activity, we came to know that 44% of US people used these online transactions. ‘John T The MistyLook Theme’ stated that It is estimated to have loss $ 8.2 billion in 2006 with $ 3 billion in US alone. ‘Philip K Keener’ says that DM is newly developing machinery that can detect CCF very quickly. Defined by ‘Chan & Wei Fan et al’ in their opinion, data mining can help us find relationships between hidden patterns & data sets. Fraud or criminal fraud as a result of financial or personnel benefits. Therefore, CCF is use of illegal or complete cards or unusual transaction behavior. As shown in Figure 1, many frauds were found to disturb banks, traders & consumers. Some of these are listed below:

a) Recently distributed mail card.
b) Copy card data through cloned websites.
c) Phishing that hacks credit card numbers & passwords via email.
d) Triangulation In this type of fraud, fraudsters create websites & advertisements that appear to be very cheap. Unknown operators attract those sites & make online transactions. They submit card data to purchase those items. Fraudsters use data on this card to perform the actual transaction.

It is worth noting that CCF affects merchants the most. Card issuing bank must bear administrative and infrastructure costs. Studies say average time amid fraudulent transaction dates & chargebacks can be up to 72 days, giving fraudster enough time to deal serious harm [2].

Online credit cards or offline transactions for physical cards are used for daily life credit cards for good & services. In physical transactions, a credit card is inserted into a payment machine at the merchant’s store to purchase the goods. This mode may not be able to track forged transactions because the attacker already theft a credit card. By online payment mode, attackers have very little data to counterfeit transactions (safe codes, card numbers, end dates, so on [3].

II. CREDIT CARD FRAUD

Unauthorized procedure of CC or information deprived of owner’s data is called CCF. The dissimilar CCF trick applications & behaviors are related to two groups of frauds. When app fraud occurs, fraudsters apply for a new card from the bank or provide it to companies that use false or other information. A user can file multiple applications with a single usual of describes (named duplicate fraud), or a different user with similar describes (named identity fraud).

Instead, there are practically 4 main types of behavioral fraud: stolen / lost cards, mail theft, fake cards, & ‘current card holder does not exist’ fraud. When a stolen / lost card fraud occurs, fraudsters steal a credit card or get lost card. Mail theft fraud when a fraudster receives personal information from a bank in the mail before a credit card or original card holder. Fake & Card Holders Fraud & credit card describes are not presented. In past, remote communications can be done using card details via mail, phone or internet. Second, fake cards are created on card data.

A. Classification

Established on the statistics reported by 2012, the countries with the highest risk of credit card fraud are depicted in Figure 2.
Ukraine has the highest rate of fraud at 19%, surveyed in Indonesia at 18.3%.

Afterward these 2, Yugoslavia is most at-risk country at 17.8%. The next highest fraud rate is Malaysia (5.9%), Turkey (9%) & lastly the US. In other states, they are 1% below the rate associated with CCF.

B. Difficulties of Credit Card Fraud Detection:
Fraud detection systems face many difficulties & challenges. An effective fraud detection method should address capabilities & adjust these difficulties.

1) Imbalanced data: CCFDs information is of unbalanced nature. This means that entirely CC transactions are fraudulent. Fraudulent transactions are difficult & impossible to detect.

2) Different misclassification importance: By fraud detection process, dissimilar diversification errors have dissimilar significance. Typical transaction of abortion is not fraud as fraud. As if you make first mistake, classification will be investigated further.

3) Overlapping data: Numerous transactions can be measured fraudulent, but in reality they are common (false positive) & in addition, fraudulent transaction may seem valid (false negative). Therefore, the key to procurement low rate of false positives & false proposals is fraud detection systems.

4) Lack of adaptability: The classification algorithm is the most common problematic of finding new types of normal or deceptive patterns. Monitoring & outdated fraud detection systems are ineffective for detecting new, common & fraudulent practices, respectively.

5) Fraud detection cost: System must proceeds in account fraudulent behavior of detected cost & cost of preventing it. E.g., stopping fraudulent transactions of a few dollars and getting no income.

6) Lack of standard metrics: There are no standard evaluation criteria to evaluate & compare the results of fraud detection systems.

There are several advantages of using a credit card e.g.:

1. Ease of purchase
CCs make life easier. A payment made over the Internet, by telephone, & by an ATM allows customers to borrow credit at a time, place & amount without paying for an efficient payment method.

2. Keep customer credit history
Having good credit history is often key to finding loyal customers. This history is valuable not simply to CCs, but also for other financial services, e.g. loans, rental application or certain jobs. Lender & issuer of credit mortgage companies, CC companies, retail stores & utility companies can evaluation credit scores, timely & responsible customers' history of how well they operate on their loans.

3. Protection of Purchases
Credit cards can provide other protection to customers if they are lost, damaged or stolen. Buyer’s CC statement & corporation can ensure that original receipt has been lost or taken. Additionally, specific CC companies offer large purchases for insurance [4].

C. Types of Frauds
This letter covers credit cards fraud, telecommunication fraud, computer penetration, bankruptcy fraud, theft / fake fraud, application fraud & conduct fraud. CCF: CCF is classified in 2 categories:

1) Offline Fraud: At a call center or other location on a physical card stolen using offline fraud.

2) Online Fraud: Online fraud is by a cardholder with shopping, Internet, phone, web or absence.
   - Telecom fraud: Use of telecom services for other types of fraud. Its victims are consumers, businesses & communications service providers.
   - Computer Intrusion: Intrusion is distinct a warranty or invasion without entering work; this means “unauthorized attempts to access data, & manipulate data. Infiltrators can be since any environment, outsider (or hacker), & person who recognizes layout of system.
   - Bankruptcy Fraud: This column attentions on bankruptcy fraud. Bankruptcy fraud resources not by CC. One of most complex scams is bankruptcy fraud.
   - Theft Fraud/ Counterfeit Fraud: In this section, we attention on each other's related theft & Counterfeit fraud. Theft fraud states card that is not yours. Ones holder gives some feedback & approaches bank, bank will proceed action to investigate thief as soon as likely. Similarly, credit fraud is used remotely when fraud is committed, Wherever CC details are required only.
   - Applications Fraud: Once a person relates to credit card, he or she is given false data, which is called application fraud. Toward detect application fraud, two dissimilar scenarios need to be considered. While apps with the same information from similar user, it is termed duplicate, & when applications derived as of different people by same information, it is called identity fraud.
   Phua et al. describes application fraud as “demonstration of identity crime, occurs when application forms contain possible, & synthetic (identity fraud), or real but also stolen identity information (identity theft)” [5].
III. CREDIT CARD FRAUD DETECTION TECHNIQUES

Following approaches [6] are widely used for CC fraud detection:

![ML Process in Credit Card Fraud Detection](image)

**Genetic algs**- Algos are often recommended as fraud prediction methods. An algorithm developed by Bentley is based on genetic software design to create the classification of CC transactions in questionable & non-doubtful classes. Essentially, this method follows scoring procedure. In their study, database consisted of 62 regions with over 4,000 transactions. As similar point of view, training & testing models were utilized. Dissimilar types of rule were verified by different fields. Best rule is to have best prediction. Their technique has proven outcomes of real home insurance data, & is an effective way to combat credit card fraud.

**Decision Tree**- Decision perspective is a graphical demonstration of probable solution to an option based on positive circumstances. The decision view starts from root node, divided into separate spaces, which are linked to added nodes. Decision tree termination up node is named leaf node. At every node, decision view signifies an experiment, related by branch, representing its outcomes, & leaf node is class of labels. Through this strategic method to differentiation & decision-making, decision perspectives are usually simplified in a complex problem.

**Artificial Neural Network (ANN)**- ANN is most influential classifiers with different characteristics among hidden patterns. ANN functions similarly to human brain. The first layer is input layer & last layer is output layer. It may have either any number of hidden layers. If neural networks have more hidden layer of stability, it is intensive learning. Each layer has dissimilar neurons & every neuron is associated with heavier edges. Every neuron of output has its private unit of action. This function is named activation function. E.g., various beginning functions are used: linear function, step function, threshold function, sigmoid function, & so on. There is commonly applied function is public sigmoid function.

**Convolution Neural Network (CNN)**- CNN is measure of intensive education. The feature map represents the hidden layer within the mapping. Each feature map represents a feature. The feature map in the compressing neurons of the process is called convolution. The feature of the sub-sample reduces the map parameters. The fully connected layer is the same neural network.

**Outlier Detection**- Outlier are basic method of substandard attention that can be applied to detect fraud. An observation that deviates so much from other explanations that it is suspicious another observation is known externally. This model uses unsupervised learning approach. In general, outcome of unread study is new description or demonstration of detected information, followed by better future decisions.

Unfeasible approaches do not require prior information of fraudulent & non-fraudulent transactions, but rather sense variations by unfeasible learning behavior & uncommon transactions.

**Clustering techniques**- Two clustering methods to behavior fraud reported in Bolton & Hand (2002). Peer group study is system that identifies account that act otherwise as of others in a moment. These are some of the accounts that are called suspicious. & then there are cases of fraud. Peer cluster study behind assumption is that if an account is still operating differently for specified period of time, then this account needs for reported. Other method, Breakpoint Analysis, usages another theory that suggests that the card should be investigated if the change in card procedure is on separate beginning.

**Logistic Regression**- There are more & more statistical models that discriminate data mining functions such as study, regression analysis, & multiple logistic logic. Logistic regression (LR) is a set of predictive variables that are valuable to predicting presence or deficiency of attribute or outcome. This is parallel to linear regression model, but it is suite for model with reliant on variable dichotomies.

**Deep learning** - Deep Learning is a sophisticated technology that has recently attracted the attention of IT circles. Deep Learning Theory is an ANN with many hidden layers. In contrast, deep learning forward neural networks have only one hidden layer.

**Rule based method**- Association rules have been created by perceive fraud-based transactions & common transactions. In fraud detection, the rules created can be applied to categorize fraud & legal relations. There are rules for created behavior. This technique is related to the decision perspective.

**Hidden Markov Model (HMM)**- The HHM is modeling of hybrid, embedded stochastic procedure. This generalized process of complexity exceeds the Markov model. If the learner with a high potential probability does not approve the hidden Markov model bank transaction, this is measured dangerous & fake transaction. Baum Welch algo is applied for model learning, & K-Means algo to data classification. Model categorizes transactions in high, average, & low levels.

IV. CHALLENGES IN CREDIT CARD FRAUD DETECTION

1) **Data deficiency**- Basically, CCFD scientifically addresses biggest problem of real-time data exploration, due to the confidentiality of the problem [7]. However, investigators are not discouraged because they can frequently perform scientific work by an industrial partner. Additionally, some people suggest using synthetic data that mimics the transactions of datasets.

2) **Behavioral variation**- Fraudulent behavior to avoid detecting allergies over time.

V. LITERATURE SURVEY

Anuruddha Thennakoon et al. [2019] Real-world transactions in four major fraud cases. Every scam is solved by ML model, & best way is through valuation. This evaluation gives comprehensive guide to selecting the optimal algo for the types of scams & weights we consider to be most appropriate mitigation measures. Another key part that we statement in our project is real-time CCFD. To do that, we usage predictive analytics to determine whether particular transaction to machine learning models & API module is real or fraudulent. We are also
VI. CONCLUSION

In the current paper, credit card investigations have been conducted on various methods of detecting fraud. First, it stated the importance of the topic & mentioned the current shortcomings in traditional practices. Counterfeit transactions have different levels of risk, & they must find ways to quickly & accurately detect high-risk transactions. Typical data mining methods are not sufficient to identify these transactions. Advanced algorithms should be used to find the best answer.
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